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No Longer Available For New Supply –  

Kaspersky Security Products  

Service Description 

Customers who purchase broadband services from KCOM can purchase Kaspersky Internet Security. This 
is available as a “bolt on” at a specific monthly price. High level product details are: 

Universal security for multiple devices (PCs MACs & Android)  

Kaspersky Internet Security – Multi-Device is the easy-to-use, one-licence, multi-platform security solution 
that protects virtually any combination of PCs, Macs, Android smartphones and Android tablets to give you: 

Mutli-Device Security 

Flexible Protection 

Real-Time Protection 

Anti-Theft Protection 

Easy, one-licence protection  

Protect 5 devices: With just one licence, you can secure any combination of your PCs, Macs, Smartphones 
and Android tablets. For example, a single licence for five devices will enable you to protect your desktop, 
two laptops and two Smartphones – or protect two tablets, two Smartphones and a Mac. Kaspersky lets 
you match your security to your needs. 

Key Features  

Rapid, real-time reaction to new threats 

Proactive detection of unknown and emerging malware 

Advanced detection of identity theft and phishing 

Rollback of harmful malware activity 

Security for your online banking, shopping and social networking 

Best-in-class, two-way firewall 

Award-winning parental controls 
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Mac Protection 

The growing popularity of Macs is making them into a target for malware. Even if your Mac isn’t targeted, 
you can still pass harmful PC viruses to your family’s, friends’ and colleagues’ PCs. 

Key Features  

Real-time scanning of files, Internet downloads and mail attachments 

Cloud-based monitoring of websites and applications 

Prevents your Mac from infecting PCs on your network 

Warns you if a website is suspicious or dangerous 

Works behind-the-scenes – for minimal impact on performance 

Familiar, easy-to-use, Mac-style interface 

 

Smartphone Protection 

Mobile devices are the new hotspot for malware attacks. Because your Smartphone faces the same 
vulnerabilities as your PC, you need to protect it just as carefully. Even if your Smartphone is lost or stolen, 
Kaspersky ONE can block it, wipe data from it or find its location. 

Key Features  

Disables stolen phone or cleans data from it – even if the SIM card has been replaced 

Advanced phone-finder technology provides Google Maps coordinates 

Blocks unwanted calls and texts from specified or unknown numbers 

Real-time virus scanning and advanced firewall for 24/7 protection 

Privacy mode hides designated contacts, calls and SMS texts 

Supported Platforms: Windows Mobile, Symbian, Blackberry and Android* 

 



           

 Page 3 of 5 

 

Android Tablet Protection 

When you download the latest Android app, how do you know that you’ve not downloaded a virus along 
with it? Protect yourself with real-time scanning and frequent, over-the-air updates. 

Key Features  

Real-time protection against viruses, spyware, Trojans, bots and more 

Small, frequent updates that won’t slow you down 

Virus-scanning of applications downloaded from the marketplace 

Desktop Security Gadget for easy-access to your protection status 

Free technical support via phone, live chat, or email 

Full product details are available at: http://www.kaspersky.co.uk/multi-device-security  

Kaspersky Small Office Security 

Key Features  

For customers that require server protection, Kaspersky Lab’s advanced solution provides everything you 
need to guard your business against all types of IT threats. It’s easy-to-use and offers world-class 
protection with virtually no impact on your network’s performance. There’s a host of new and improved 
features inside, including: 

Real-time protection against viruses, spyware, Trojans and more 

Centralized network security management from one PC 

Limits employee access to websites, applications, games and social networking  

Fully protects your business data with scheduled, automatic backups Stores data in encrypted vaults that 
can be safely transferred via email or USB drive  

Generates and securely stores hard-to-crack passwords for you and your employees 

Ensures maximum system performance with frequent updates and unobtrusive operation 

Easy-to-manage for improved network security 

Advanced technologies block hacker attacks instantly 

Provides tools to tune up your business’ IT network security, including Wifi 

http://www.kaspersky.co.uk/multi-device-security
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A File Shredder utility deletes sensitive data so it can’t be recovered or stolen 

Excellent technical support direct from Kaspersky Lab and approved partners 

Full product details are available at: http://www.kaspersky.co.uk/small-office-security 

 

System Requirements  

PCs – desktops and laptops 

Microsoft Windows 8.1 (32-bit and 64-bit*) 

Microsoft Windows 8 / Windows 8 Pro (32-bit and 64-bit*) 

Microsoft Windows 7 Home Premium / Professional / Ultimate (32-bit and 64-bit*) SP1 or higher 

Microsoft Windows Vista Home Basic and Premium / Business / Enterprise / Ultimate SP2 or higher (32-bit 
and 64-bit*) 

Microsoft Windows XP Home / Professional (32-bit) SP3 or higher / Professional (64-bit) SP2 or higher 

Windows file servers 

Microsoft Windows Server 2012 R2 

Microsoft Windows Server 2012 Foundation / Essentials / Standard 

Microsoft Windows SBS 2011 Standard SP1 or higher 

Microsoft Windows SBS 2011 Essentials 

Microsoft Windows SBS 2008 Standard x64 Edition SP2 or higher 

Microsoft Windows Server 2008 R2 Foundation / Standard SP1 or higher 

Required for all PC and file server installations 

800 MB free space on the hard drive 

CD-ROM or DVD-ROM for installation of the program from CD 

Microsoft Internet Explorer 8 or higher 

Microsoft Windows Installer 3.0 or higher 

Internet access 

 

http://www.kaspersky.co.uk/small-office-security
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Android mobile devices 

Android 2.3 – 4.3 

Minimum screen resolution: 320 x 480 

*Password Manager only works with 32-bit applications. 

Summary Product Pricing Table 

Product 
Monthly Rental 

Ex VAT Inc. VAT 

Kaspersky Internet Security Bolt On (up to 5 devices) £3.00 £3.60 

Kaspersky Small Office Security Bolt On (5 Users & 1 
File Server - KL4530UAEFS) 

£10.00 £12.00 

All pricing refers to a 1 year contract. 

Kaspersky One can be loaded on up to 5 devices,  

Kaspersky Small Office Security can be loaded on up to 5 devices and a server. If there is a requirement to 
cover more than 5 devices an additional license for up to five more devices needs to be purchased. 

Customers cannot order these products when not associated to a KCOM broadband or Lightstream 
product.  

Volume or Direct Debit discounts do not apply to Security products 

If a customer cancels their broadband contract KCOM reserves the right to terminate their contract for the 
associated security products. 

If a customer migrates their broadband contract to a reseller KCOM reserves the right to terminate their 
contract for these security products. 

If the bolt on products are cancelled within the initial 12 month period, a termination charge will be raised to 
the equivalent of the balance of the contract. 

If the customer chooses to cancel the security elements of their package within the initial twelve month 
contract period a termination charge will be raised equivalent to the balance of the contract.  

Customers are subject to usage terms and conditions specific to the Kaspersky One and Small Office 
Security products – these are contractual agreements direct with Kaspersky. Their terms of use related to 
their DSL products are unaffected or unchanged by these. 


